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CPV CODES

302 – Computers, hardware, card readers, USB devices, access 

cards

30233310-7 – Fingerprint readers

322 – Data transmission, GSM phones, transmitters

323 – Audiovisual equipment, radars, recorders, receivers, video 

surveillance

32360000-4 – Intercom equipment

32400000-7 – Networks

32410000-0 – Local area network

32420000-3 – Network equipment

32430000-6 – Wide area network

32440000-9 – Telemetry and termina l equipment

32500000-8 – Telecommunications equipment and supplies

32510000-1 – Wireless telecommunications system

32520000-4 – Telecommunications cable and equipment

3512 – Video identification systems, security equipment and 

surveillance devices, sensors, detectors

35220000-2 – Anti-riot equipment

35412400-9 – Reconnaissance and patrol veh icles

35631100-7 – Communication satellites

357 – Military electronic systems, e lectron ic intelligence systems...

35700000-1 – Military electronic systems

35710000-4 – Command, control, communication and computer 

systems

35711000-1 – Command, control, communication systems

35712000-8 – Tactical command, control and communication 

systems

35720000-7 – Intelligence, surveillance, target acquisition and 

reconnaissance

35721000-4 – Electronic inte lligence system

35722000-1 – Radar

35723000-8 – Air defence radar

35730000-0 – Electronic war fare systems and counter measures

38433300-2 – Spectrum analyser

388 – Remote control systems

42961300-3 – Vehicle location system

48000000–500000 – Software packages

48314000-2 – Voice recognition software package

48510000-6 – Communication software package

48614000-5 – Data-acquisition system

503 – Maintenance/repair of computers, devices, 

telecommunications, IT equipment

50610000-4 – Repair and maintenance of secur ity equipment

642 – Telecom services, telephony, SMS messaging, GPRS

71700000 – Surveillance and monitor ing services

72000000-5 – IT services, app development, Internet services and 

suppor t

722 – Software development services, programming of various 

applications and antivirus tools

72231000-3 – Development of software for military applications

72262000-9 – Software development services

73421000-9 – Development of security equipment

75240000-0 – Services in  the area of public safety, law and order

797 – Investigation and security services, detective services...

806 – Defense and security-rela ted services and training for 

equipment
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PROCURING ENTITY

Lawful Interception ≠ 

Always Lawful

Big institutions = big risks for 

invasive tech use

Leadership backgrounds 

can signal surveillance 

agendas

Foreign influence

The Panopticon Effect

Institutional overreach
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SUPPLIER KEYWORD SEARCH

Dual use register

Cybersec firms: Some hire 

ethical hackers—others 

exploit found vulnerabilities

Supply chain

Fear of reputation damage

Title vs. full-content search

For content search - Use 

precise, niche technical terms

Leverage adjectives:“predictive,” 

“automated,” “covert,” “algorithmic,” 

“intelligent,” “forensic,” “smart”

phrase-based queries:“intelligent 

software,” “data extraction,” “covert 

system,” “geo-locator,” “surveillance 

terminal”

Look for company names 

& product models

Non-conventional titles

Nouns: "interception", "identification", 

"digital forensics", "direction finding 

(goniometry)", "profiling"

PROCURING ENTITY



DODATAK



• Regulatory body for electronic communications – reports 
Commissioner – Complaints and Cases

• Equipment Export/Import Records
• Police OSINT (Open-Source Intelligence)
• Private Detective and Security Agencies

• Arms Fairs and Military Expositions
• Dual-Use Technology Companies

• Relevant Sources (e.g., Intelligence Online, Citizen Lab, 
Privacy International etc.)

• TSCM (Technical Surveillance Countermeasures)
• Reverse Engineering Techniques/Forensics

• Leaks
• FOIA

• Sources

Outside 
procurements



Outside 
procurements
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