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Overview

• Visual OSINT 101 for journalists

• Tracking extremism across Europe

• Ship tracking

• Other useful links 



Visual OSINT 
101 for 
journalists: 
What is it?

Analyzing video, photo and 
any other visual material 



Visual OSINT

What kind of story do you want to tell with OSINT?

1. The Chain
2. The Pivot
3. The Pattern
4. Simple verification or ‘attestation’ story

https://techjournalism.medium.com/how-to-tell-open-source-intelligence-stories-for-the-news-10ea1f03621f


Visual OSINT

The chain

Training guide here

https://techjournalism.medium.com/how-to-tell-open-source-intelligence-stories-for-the-news-10ea1f03621f


Visual OSINT

The Pivot

Training guide here

https://techjournalism.medium.com/how-to-tell-open-source-intelligence-stories-for-the-news-10ea1f03621f


Visual OSINT

The Pivot NBC coverage here

https://www.nbcnews.com/news/world/satellite-image-shows-renewed-activity-north-korean-nuclear-lab-n1262530?cid=ed_npd_bn_tw_bn


Ship 
tracking

Read the full investigation here

Read the training post here

http://datacandy.co.uk/1_fishing-merged.pdf
https://techjournalism.medium.com/guide-tracking-illegal-fishing-with-open-data-ef943e85d8c9


Case study: 
Tracking illegal fish transshipments in West Africa
Guide

https://techjournalism.medium.com/guide-tracking-illegal-fishing-with-open-data-ef943e85d8c9


Case study: 
Tracking illegal fish transshipments in West Africa
• Analyse fishing levels 

and possible illegal 
fishing activities

Case: Ocean Fresh
• IMO: 8301175
• Owner: Ocean Fresh 

Food Ltd
• Researching the crew

Global Fishing Watch 
Carrier Vessel
(download AIS data)
Marinetraffic

https://globalfishingwatch.org/carrier-portal/?latitude=17.9464599&longitude=-16.1183333&zoom=7.4182981&layer%5b0%5d=encounter&layer%5b1%5d=cp_rfmo&layer%5b2%5d=cp_next_port&dataset=carriers:v20210401&vessel=edbcdcb9d-d699-0659-8cbf-7d4eef908205
http://myship.com/imo/8301175/OCEAN-FRESH
https://globalfishingwatch.org/carrier-portal/?latitude=19.9999999&longitude=9.9999999&zoom=1&layer%5b0%5d=encounter&layer%5b1%5d=cp_rfmo&layer%5b2%5d=cp_next_port&dataset=carriers:v20210401
https://www.marinetraffic.com/en/ais/details/ships/shipid:314605/mmsi:259758000/imo:8301175/vessel:OCEAN_FRESH


Case study: 

• Analyse fishing levels 
and possible illegal 
fishing activities

Case: Ocean Fresh
• Crosscheck identity 

(s.a. length: 100m, use 
measurement tool)

Crosscheck encounters 
with open source
satellite images
(Sentinel Hub, May 8, 2020)

https://globalfishingwatch.org/carrier-portal/?latitude=17.9464599&longitude=-16.1183333&zoom=7.4182981&layer%5b0%5d=encounter&layer%5b1%5d=cp_rfmo&layer%5b2%5d=cp_next_port&dataset=carriers:v20210401&vessel=edbcdcb9d-d699-0659-8cbf-7d4eef908205
https://apps.sentinel-hub.com/eo-browser/?zoom=17&lat=18.323&lng=-16.27921&themeId=DEFAULT-THEME&visualizationUrl=https%3A%2F%2Fservices.sentinel-hub.com%2Fogc%2Fwms%2Fbd86bcc0-f318-402b-a145-015f85b9427e&datasetId=S2L2A&fromTime=2020-05-07T00%3A00%3A00.000Z


Why tracking shipping vessels in the first 
place:
• Illegal acts (transshipping, sanction 

breaking behaviour, illegal fishing)
• Smuggling and human trafficking
• Maritime risk and piracy (dark 

fleets)
• Economic impact on coastal states



Methodology

• Start with vessel ID (IMO number)
• Access/analyse historical behaviour of vessel 

(AIS records)
• Check satellite images (open sat platfroms and 

commercial providers)
• Check human source: Check with people on 

the ground or on the ship (crew, via Linkedin
etc.)

https://www.imo.org/en/About/Pages/Default.aspx


Technical approach

• Info/search on ship ID (MarineTraffic, VesselFinder etc)
• AIS: usually not open source but exceptions for IUU transshipments

(Global Fishing Watch, FriendoftheSea, etc)
• Check satellite images (open images s.a. Sentinel 2 images or 

commercial Planet Labs or Maxar/DigitalGlobe)
• Search authorities or Wesbite to analyse crew on board

https://globalfishingwatch.org/
https://friendofthesea.org/
https://apps.sentinel-hub.com/eo-browser/?zoom=9&lat=47.27622&lng=12.29653&themeId=DEFAULT-THEME
https://www.planet.com/
https://www.maxar.com/about


Ship-tracking tools/websites
• Inmarsat Ships Directory - Find contact details from a ship's name or 

number.
• Maritime Connector - Maritime jobs listings & search.
• Maritime Database - Lists and details of shipping-related businesses and 

ports of the world.
• Ship search & track:

• VesselsFinder
• MyShipTracking
• Fleetmon
• Shipfinder
• Marine Traffic
• CruiseMapper

https://www.inmarsat.com/ships-directory/
http://maritime-connector.com/
https://www.maritime-database.com/
https://vesselfinder.com/
https://www.myshiptracking.com/
https://www.fleetmon.com/
http://www.shipfinder.com/
https://www.marinetraffic.com/
https://www.cruisemapper.com/


Illegal rendezvous: Case study
Smoking gun with satellite images
• Sentinel browser can reveal illegal meet-ups What to mind:

• Images might not be 
recorded (out of 
range)
• Not recorded on

certain days (out of 
scope)
• Clouds that obscure

the view



Visual OSINT

The pattern

Training guide here

Read investigation here

https://techjournalism.medium.com/how-to-tell-open-source-intelligence-stories-for-the-news-10ea1f03621f
https://eandt.theiet.org/content/articles/2020/04/alternative-news-from-russia-with-lies/


Visual OSINT 101 for journalists:

What story do you want to tell with OSINT findings 

1. The Chain
2. The Pivot
3. The Pattern
4. Simple verification (or ‘attestation’)

https://techjournalism.medium.com/how-to-tell-open-source-intelligence-stories-for-the-news-10ea1f03621f


Visual OSINT 101: Verification from footage
1. State/collect/archive raw material
2. State obvious facts about the material
3. State assumptions
4. Verify assumptions with OSINT tools and methods
5. Getting stuck? Pivot/change previous assumptions
6. Present evidence 
7. State caveats: any holes in the findings that leave a possibility of a 

different outcome? 
8. Any other unexplored avenues?



Visual verification: Geolocate from video

Typical mental approach: 
1) Establish a list of facts (what can we see?)
2) Interpret: Establish hypothesis/questions
3) Define the country, 
4) Define the region, 
5) Test hypothesis (pivot if necessary)
6) Test and verify findings
7) Present/visualise findings



Visual verification: Geolocate from video

Technical approach: 
- Panorama frame (stitched together via ai, your photo-editing program 
of choice)
- Reverse image search (Yandex etc.)
- Expert/local knowledge and details
- Background (mountains, colors etc.)



Visual verification: Geolocation

Supporting tools
- Wikimappia (KML data export for 

Google Earth, another guide here)
http://wikimapia.org/ge.kml
- OpenStreetmap data (for QGIS)
- Google Earth Pro (with timeline 

slider, measurement tool, overlay)
- Google StreetView (to cross check 

results, if possible)

https://benjaminstrick.com/geospatial-awareness-how-to-add-data-to-google-earth/
http://wikimapia.org/ge.kml
https://www.qgistutorials.com/en/docs/downloading_osm_data.html
https://www.google.com/earth/outreach/learn/creating-photos-image-overlays-in-google-earth/


Visual 
verification: 
‘Chronolocate’ 
from video
Case study



Visible ’facts’
Videolink
Tutorial guide

- Long street 
- Armed men, in uniform
- Police car or ambulance
- A bank
- A car with a label
- A green gate of some kind
- No divider line on the street
- A traffic light down the road
- Shops opposite camera
- A tree in the background

https://youtu.be/QHvLMyCt7YM
https://techjournalism.medium.com/geo-guide-the-101-to-verify-video-footage-in-myanmar-1aa9565a6ff3


Shortcuts
- Reverse image search for police car on social media search: Yandex
We find new claims that this was shot in Dawei, Myanmar

=



Interpret: 
Hypothesis/questions

- Police uniform indicate which 
country

- Bank branch indicate possible 
locations

https://techjournalism.medium.com/geo-guide-the-101-to-verify-video-footage-in-myanmar-1aa9565a6ff3


Results: 
Geolocation
• The video was shot from a 

window facing first south-west 
and then north-west at the 
location of the coordinates 
14.071372065554256, 
98.18962045273268 in the city 
of Dawei, Myanmar, presumably 
in the morning of February 28 in 
2021, between 8:00 and 9:30 am 
local time.

https://en.wikipedia.org/wiki/Dawei


Results: Chrono-location

Tools: 
• Suncalc.org
• Zoom.earth
• Search operator analysis 

(timeframe)

Full blog post here
Additional guide (Bellingcat)

https://www.suncalc.org/
https://techjournalism.medium.com/geo-guide-the-101-to-verify-video-footage-in-myanmar-1aa9565a6ff3?source=your_stories_page-------------------------------------
https://www.bellingcat.com/resources/2021/05/18/unsure-when-a-video-or-photo-was-taken-how-to-tell-by-measuring-the-length-of-shadows/


Visual verification: 
Geolocate from 
video

Video footage: 
Twitter thread

Claims:
#PoliceBrutality sighted on the streets 
on Mandalay during broad daylight. 
Police and soliders beat the 
defenseless citizens who were 
peacefully protesting. Dear World, 
please hear our voice. We are not safe 
anymore. INHUMAN MILITARY 
#WhatsHappeningInMyanmar
#Feb16Coup
11:52 AM · Feb 16, 2021

https://twitter.com/ShweSinHan1/status/1361644671429083145
https://twitter.com/benheubl/status/1361682779466006532
https://twitter.com/hashtag/PoliceBrutality?src=hashtag_click
https://twitter.com/hashtag/WhatsHappeningInMyanmar?src=hashtag_click
https://twitter.com/hashtag/Feb16Coup?src=hashtag_click


Visual verification:

Reverse images 
search example

Use: Google Streetview (loc)

Zoom.earth
confirms 
cloudless weather

Reverse search
Bing Images - Can search part of an image by resizing on the fly.
CitizenEvidence - Google Images reverse search on YouTube thumbnails.
EagleEye - Find Instagram, FB and Twitter profiles using image recognition and reverse image 
search.
Google Images
Search by Image Browser extension to quickly reverse-search an image on 20+ search engines.
TinEye
Yandex Images

https://www.google.co.uk/maps/place/21%C2%B053'58.0%22N+96%C2%B005'10.2%22E/@21.8994529,96.0839719,966m/data=!3m2!1e3!4b1!4m5!3m4!1s0x0:0x0!8m2!3d21.8994479!4d96.0861606
https://www.bing.com/images/
https://citizenevidence.amnestyusa.org/
https://github.com/ThoughtfulDev/EagleEye
https://images.google.com/
https://github.com/dessant/search-by-image
https://tineye.com/
https://yandex.com/images/


Visual verification: Geolocate from video
Mountain-ranges

Geo-tools for mountain range 
analysis: 
- Peakfinder.org
- peakvisor.com
- Udeuschle.de/panoramas/makep

anoramas_en.htm
Cross-check with: 
- Sentinel browser 3D
- Google Earth 3D

https://www.peakfinder.org/
http://peakvisor.com/panorama.html?lat=45.9420159&lng=7.8699421&alt=4598
https://www.udeuschle.de/panoramas/makepanoramas_en.htm
https://apps.sentinel-hub.com/eo-browser/?zoom=12&lat=47.26695&lng=13.85891&themeId=DEFAULT-THEME&visualizationUrl=https%3A%2F%2Fservices.sentinel-hub.com%2Fogc%2Fwms%2Fbd86bcc0-f318-402b-a145-015f85b9427e&datasetId=S2L2A&fromTime=2021-05-10T00%3A00%3A00.000Z&toTime=2021-05-10T23%3A59%3A59.999Z&layerId=1_TRUE_COLOR


Background: Mountains



Mountain range Missing hiker example:
NYT

Visual verification: Geolocate from video

https://www.nytimes.com/2021/04/15/us/missing-hiker-found.html


Visual verification: Geolocate from video



Visual verification: 
Geolocate from video

Video: 
Local knowledge on 
peculiarities can play a huge 
role in narrowing down where 
a video was filmed

Full investigation here

https://twitter.com/i/status/1354523881323831299
https://eandt.theiet.org/content/articles/2021/04/conflict-groups-arm-consumer-drones-to-deliver-death-and-terror/


Full 
investigation 
here

https://eandt.theiet.org/content/articles/2021/04/conflict-groups-arm-consumer-drones-to-deliver-death-and-terror/


Visual verification: Video/images & Exif-data
Exchangeable Image File Format

Exiftool
Exif Viewer (Firefox/Chrome)
FotoForensics
Ghiro
Jeffrey's Image Metadata Viewer
mat2
mat2-web
StolenCameraFinder

EXIF data on Flicker is extensive

http://owl.phy.queensu.ca/~phil/exiftool/
https://addons.mozilla.org/en-US/firefox/addon/exif-viewer/
https://chrome.google.com/webstore/detail/exif-viewer/https:/chrome.google.com/webstore/detail/exif-viewer/mmbhfeiddhndihdjeganjggkmjapkffm
https://fotoforensics.com/
https://github.com/ghirensics/ghiro
http://exif.regex.info/exif.cgi
https://0xacab.org/jvoisin/mat2
https://mat2-web.dustri.org/
https://www.stolencamerafinder.com/
file:///Users/ben/Documents/Dataharvest_2021/EXIF%20data%20is%20specific%20information%20stored%20as%20part%20of%20the%20file%20when%20a%20photo%20is%20captured%20using%20a%20digital%20camera.%20This%20information%20can%20include%20camera%20settings,%20date/time%20of%20capture,%20copyright%20ownership,%20and%20GPS%20location.


Visual verification: Video/images & Exif-data
Case-study: 

A video from a 
YouTube channel 
reveals EXIF data of 
the people involved in 
the trophy hunting 
business shown on 
camera. 

Mattw’s tool on YouTube 
metadata reveals relevant 
tags of hunters otherwise
would have remained hidden. 

Warning: EXIF data can be 
manipulated, so has to be 
verified. 

Full investigation here

https://techjournalism.medium.com/trophy-hunting-open-data-exposes-ethics-problems-c5755f4580f3
https://mattw.io/youtube-metadata/
https://techjournalism.medium.com/trophy-hunting-open-data-exposes-ethics-problems-c5755f4580f3


Visual verification: 
Video/images & 
Exif-data
Case-study: Capitol Hill riots

• Meta data lat longs of videos 
uploaded Parler between certain 
times

• Tools: QGIS, Google Earth

Read full post here 

Accurate down to a few meters
The time stamp is the recording
time, not upload time.

https://medium.com/swlh/the-reason-why-parlers-data-breach-is-a-giant-information-security-failure-6de4cedd9ea5
https://medium.com/swlh/the-reason-why-parlers-data-breach-is-a-giant-information-security-failure-6de4cedd9ea5


Visual verification: Geolocation – Using 
people to lead us to ‘secret location’
Casestudy: “Where Boeing 
tested/displayed its Loyal 
Wingman aircraft”

Loyal Wingman (image) 
debut in ‘secret location’ 
somewhere in Queensland , 
AUS, but not specific. 
But where?
Full investigation here

https://techjournalism.medium.com/where-boeing-tests-its-loyal-wingman-f2d2c80bbf4c


Staff that reveal 
the air base

Checking social 
media posts

The weakest link: 
Humans



Full investigation here

https://techjournalism.medium.com/where-boeing-tests-its-loyal-wingman-f2d2c80bbf4c


Spying with connected cams
Technical tools: 
• Shodan (use search operators or map)
• Google Earth, Google StreetView

Full investigation

https://www.sans.org/blog/getting-the-most-out-of-shodan-searches/
https://techjournalism.medium.com/how-xinjiang-linked-chinese-surveillance-equipment-is-stealth-sold-in-europe-dodging-detection-69486e9a70b


“Advanced 
Guide on 
Verifying 
Video 
Content”
by Aric Toler

Verification & Analysis resources:
Advanced Guide on Verifying Video Content
face_recognition
How to verify photos and videos on social media networks
InVID Verification Plugin
Photo Verification Cheatsheet & Video Verification Cheatsheet
Verification 101
Verification Handbook

https://www.bellingcat.com/resources/how-tos/2017/06/30/advanced-guide-verifying-video-content/
https://github.com/ageitgey/face_recognition
http://observers.france24.com/en/20151110-observers-guide-verifying-photos-videos-social-media-networks
https://www.invid-project.eu/tools-and-services/invid-verification-plugin/
https://firstdraftnews.org/wp-content/uploads/2017/03/FDN_verificationguide_photos.pdf
https://firstdraftnews.org/wp-content/uploads/2017/03/FDN_verificationguide_videos.pdf
https://medium.com/1st-draft/verification-101-storyful-s-advice-for-checking-out-material-from-social-media-and-putting-it-750495792876
http://verificationhandbook.com/book/


ID/Personal verification:

Technical option: 
- Reverse facial image search 
(TinEye, pimeyes.com)
- Facial images comparison 
(face-api.js; MicrosoftAzure etc.)
- Search operators (name)/social 

media analysis (what does the 
person post, how can we link it to 
other intelligence)

https://tineye.com/
https://pimeyes.com/en
https://github.com/justadudewhohacks/face-api.js/
https://azure.microsoft.com/en-us/services/cognitive-services/face/


OSINT to 
track right-
wing actors 
in Europe:

Topics: 
- Telegram
- Interlinkages between actors’ social media 

platforms
- Funding: Crypto traffic, donor models 

(‘follow the bitcoin trail’)



Visual verification: People
Case-study: 



OSINT search on new social platforms
Telegram analysis

Trends
• Move to TG among right wing 

groups/individuals
• Away from Twitter/Instagram/Facebook
• Parler closed

Read full guide

https://foreignpolicy.com/2021/03/13/telegram-signal-apps-right-wing-extremism-islamic-state-terrorism-violence-europol-encrypted/
https://medium.com/dataseries/telegram-network-visualization-tracing-forwards-and-mentions-f75746712fcf


Telegram analysis

Technical search options
- Google search (advanced search and 
operators)
- Search (Telegram desktop app)
- Download data from Telegram channel 

(Json)

Read full guide

https://medium.com/dataseries/telegram-network-visualization-tracing-forwards-and-mentions-f75746712fcf


Telegram analysis – Guide

Technical analysis/tools
• Telegago
• tlgrm.eu (TG desktop app)
• tgstat.ru (Stats on TOMMY ROBINSON, a British far-right Islamophobic 

extremist acc. to HopeNotHate)
• Buzz.im (open message and channel search)
• Telegramchannels.me (preview channels without account)
• Run script that reformats data
• Telegram's API/Archive
• Easiest option: Json data channel history download re-formated by hand

https://medium.com/dataseries/telegram-network-visualization-tracing-forwards-and-mentions-f75746712fcf
https://cse.google.com/cse?q=+&cx=006368593537057042503:efxu7xprihg
http://tlgrm.eu/
https://tgstat.ru/en/search
https://tgstat.com/ru/channel/@TommyRobinsonNews
https://www.hopenothate.org.uk/research/investigations/tommy-robinson-far-right-islamophobic-extremist/
https://search.buzz.im/
https://telegramchannels.me/search
https://github.com/maxbundscherer/telegram-analysis


Download TG data

JSON to CSV 
formatter (online)
convertcsv.com

http://convertcsv.com/json-to-csv.htm


Telegram analysis: data and network analysis

Case study: Generation Identity
- Download data from Telegram channel (Json)
- Turn into dataframe and search/analyze
- Turn into graph-data (network analysis) 

Lambda, the symbol of the 
Identitarian
movement/Identitarianism used 
primarily in Europe by Generation 
Identity and occasionally other 
countries, intended to commemorate 
the Battle of Thermopylae.

https://en.wikipedia.org/wiki/Identitarian_movement


Telegram analysis: Network
Turn CSV into network diagram

Table 2 Net Gephi

Source: Jordan Wildon

https://medialab.github.io/table2net/
https://gephi.org/


Telegram analysis: Network
Identitäre Bewegung (IG) Deutschland (channel)

Findings: only a 
few account are 
instrumental in 
sharing posts

Gephi tutorial here

Source: Jordan Wildon

https://t.me/IdentitaereDeutschland
https://medium.com/dataseries/telegram-network-visualization-tracing-forwards-and-mentions-f75746712fcf


Telegram analysis: data and network analysis
Option: follow methodology for a telegram data science/mining project by 
Maximilian Bundscherer

Source: Jordan Wildon

https://maxbundscherer.github.io/telegram-analysis/


OSINT to track virtual money streams: 
Case study: GI & Martin Sellner (BBC)

• Generation Identify, a larger EU-
wide Neo-Nazis movement
• Large groups developed in France, 

Germany and Austria
• Increasingly, appealing to the 

young 
• Offer donors crypto donations 

(BIC)

https://en.wikipedia.org/wiki/Identitarian_movement
https://en.wikipedia.org/wiki/Martin_Sellner
https://www.bbc.co.uk/news/stories-45572411




OSINT and Bitcoin transactions: GI

• Search for old BC: 
Bitpanda (archived)
• Searching Bitcoin 

wallets: WhosWho
• New Bank accnt: 

Hungarian bank 
(Calcualator.com)
• $102,872 in BCCoin
• Bitcoinabuse analysis

https://www.bitpanda.com/en
https://bitcoinwhoswho.com/
http://www6.calcualator.com/?template=VERTICAL_LINES&tdfs=1&s_token=1621504648.0047399376&uuid=1621504648.0047399376&term=Online%20Calorie%20Calculator&term=Online%20Body%20Fat%20Calculator&term=Online%20Mortgage%20Calculator&term=Online%20Investment%20Calculator&term=Online%20Math%20Calculator&backfill=0
https://bitcoinabuse.com/reports/3DdBZ734DjaqBf29PvjxWv9mvU6VaQEs8H


Bitcoin 
transaction 
records
Read thread here

https://twitter.com/benheubl/status/1367073683802619905


OSINT and Bitcoin transactions: GI



Tracking right wing visual markers with OSINT

OSINT to analyse
• Merchandise
• Clothing
• Hand signals
• Symbolism
• Fonts
• Signs

Read training post here

https://techjournalism.medium.com/how-to-verify-right-wing-group-affiliation-with-open-source-intelligence-76ef2b6202ea


OSINT and social media identities: StandUpX

• Username analysis allows us to gather 
intelligence on how individuals jump 
from platform to platform. Research on 
UK Telegram group, a StandupX, a 
larger anti-lockdown movement that 
was banned from the conventional 
platform of Twitter and Facebook, 
moved to new, alternative platforms. 
OSINT allowed to understand who 
administrators are who how they 
orchestrate the groups in the 
background

Read investigation here

https://techjournalism.medium.com/open-data-exposes-how-british-anti-vaxxer-groups-shifted-to-new-online-platforms-ce81a817a5bd
https://techjournalism.medium.com/open-data-exposes-how-british-anti-vaxxer-groups-shifted-to-new-online-platforms-ce81a817a5bd


OSINT and social media identities: StandUpX

Read investigation here

https://techjournalism.medium.com/open-data-exposes-how-british-anti-vaxxer-groups-shifted-to-new-online-platforms-ce81a817a5bd


New satellite source: RF

• RF signals emitted by ships 
through their navigation radars 
and radio communications

Read training posts here

https://techjournalism.medium.com/how-new-satellite-data-sources-enhance-investigative-journalism-f6f9ea71f4af


New Satellite source: SAR

• Synthetic Aperture 
Radar (SAR) imagery. 
SAR data is 
microwave data sent 
by an active sensor.

SAR image example: Image of Aksum Airport (in the northern 
Tigray Region of Ethiopia), captured during the Tigray conflict 
when the Tigray People’s Liberation Front sabotaged the 
runway before falling to federal forces. Smooth tarmac absorbs 
radar energy and dirt from the trenches dug across the runway 
are much brighter in comparison (Capella).

Read training posts here

https://techjournalism.medium.com/how-new-satellite-data-sources-enhance-investigative-journalism-f6f9ea71f4af


Illegal wildlife 
trade: what is it?

• Elephant ivory, illegal trophies, 
live-animals 

• Traded on online auction sites 
(eBay, Facebook)

Read thread here

https://twitter.com/benheubl/status/1371854185508048897


Useful links
• Brazell (Book)
• Bellingcat: 
• https://docs.google.com/spreadsheets/d/18rtqh8EG2q1xBo2cLNyhIDuK9jr

PGwYr9DI2UncoqJQ/edit#gid=1130825724
• Ben Strick
• https://benjaminstrick.com/geospatial-awareness-how-to-add-data-to-

google-earth/
• Resources - DDJ
• https://github.com/r3mlab/datajournalism-resources
• OSINT resources: 
• https://intelligence.is/open-source-intelligence-osint-tools/

https://docs.google.com/spreadsheets/d/18rtqh8EG2q1xBo2cLNyhIDuK9jrPGwYr9DI2UncoqJQ/edit
https://benjaminstrick.com/geospatial-awareness-how-to-add-data-to-google-earth/
https://github.com/r3mlab/datajournalism-resources
https://intelligence.is/open-source-intelligence-osint-tools/


Thanks
Connect on Twitter 
via @BenHeubl


